
'Phishing' scam 

We have been notified that there is a 'phishing' scam affecting emails 
across the Voluntary and Community Sector, so please look out for any 
emails as follows. 

The email sends a drop box request from someone's email account 
requesting you to open it.  

1. You should not attempt to open the drop-box.  

2. Make sure you delete the email - firstly delete it from your email inbox 
and then go into your 'deleted' messages and delete the email from there.  

This is what the email looks like: 

 

For more guidance about 'phishing' emails and scams 

If you have attempted to open a document like the one above, you should 
immediately change your email password. 

Also search online for ‘Scams Advice' for further guidance.  Age UK’s 
website has a Scams Advice guide. 

Even if you've not been affected, it's good to make yourself aware of what 
you can do to help protect yourself against scams. 

https://www.ageuk.org.uk/information-advice/money-legal/scams-fraud/

